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Project Plan

Project Recommendations
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Engagement Scope of Work Summary:

Scope of Work

Engagement Scope of Work Summary:

Secure Cloud Analytics
Public Cloud Connectors, Alerts, Reports, 
Platform Maturation

Secure Endpoint
Test Policy, Endpoint Connector For 
Download - Up to 3 Different Connectors

Umbrella
Level of Protection - Local DNS Forwarding, 
DNS Reroute, Site & Internal Network Custom 
Site Blockage

Secure Email
With Cisco Secure Email, Customers Combat 
Targeted, Zero-Hour Ransomware & Malware 
That Evades Initial Point-in-Time Detection

SecureX
Add & Configure 1 Dashboard, Add 1 
Orchestration Workflow, Integrate Up To 3 
Supported Modules, & Configure 1 Customer User

Cloudlock: Secure Cloud 
Data

Pilot SaaS App Connector, Alerts, And 
Reports Create Pilot Policy For Enforcement 
(Remove External Users)

Secure Malware Analytics: 
Threatgrid Cloud

Establish 1 Source Connection With AMP 
Connectivity, Stealthwatch Connectivity (If 
Applicable), Umbrella Connectivity (If Applicable)

Duo
Configure Sub-Domain, Authentication Source, 
Authentication Proxy, Test Proxy, Email Domains, & 
Cloud Application

NIST Cyber Security Framework 
Implementation Services
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Cisco Software Solutions

The National Institute of Technology (NIST)  Cyber Security 
Framework (CSF) was created to guide organizations on 
how to prevent, detect, and respond to cyberattacks.   
Xentaurs is the Cisco MINT partner authorized to deliver 
the services of the software solutions needed to meet the 
framework requirements.

Project Schedule
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Deliverables
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Xentaurs is a modern security company providing consulting, design, 
implementation, and managed detection and response (MDR) services to 
ensure customers can evolve their digital presence while maintaining 
their security posture.   We secure enterprise applications as they evolve 
by providing full stack observability, scoring your exposure, and enabling 
adaptive security controls.

Premier Advisor

Curation Call
The engagement begins with a project team meeting to validate client goals and define logistics for the 
interactive workshop.

Project Kickoff
Kick off the project with client and Cisco teams. Review scope, expectations, deliverables, and ensure all pre-work 
is complete. Align the proper partner and client stakeholders and confirm logistics for the interactive workshop.

Technical Sessions
Xentaurs will conduct a remote interactive technical session that provides an overview of the solution, 
architecture and use cases.  Sample case studies will help align design with client's business requirements.

Add-On Services

Zero-Trust 
Architectures

Training Managed Detection 
Respond

Integrations
( ISE | CSNA | + )

Project Closeout
Xentaurs will coordinate a review of all deliverables and artifacts developed during the project.

NIST Cyber Security Framework 
Implementation Services
Engagement Activities


